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Nowadays the cybersecurity is a very critical topic due to all kinds of cyber-attacks, and the 

detection and mitigation of malicious network traffic are becoming more important. This paper 

presents a comprehensive study of the malicious traffic monitoring system based on an Maltrail, an 

open-source network security tool, leverages a combination of traffic analysis and threat 

intelligence to identify and report suspicious network behavior, which focusing on its operational 

mechanisms, feasibility, and effectiveness in detecting malicious activities.  In this paper, we 

deployed Maltrail in a controlled experimental environment to rigorously evaluate its performance, 

improve and integrated the Maltrail Main() function to improve its performance. The methodology 

includes enhance the network traffic detection architecture and mechanism, as well as use it to 

detect the 0-day attacks to test the system's detection capabilities. The integration of Maltrail with 

the existing network infrastructure and its data capture effect are evaluated, and the parameters such 

as attack script detection rate are compared with the traditional three-layer network basic security 

protection architecture. The results of the study show that Maltrail is able to effectively identify 

various malicious traffic patterns with high detection rates and low false positive rates. The system 

enhances its ability to detect emerging threats in a timely manner by crawling network data from 

different dimensions and relying on open-source threat intelligence databases. In addition, 

Maltrail's simple deployment process and compatibility with various network environments make 

it a versatile tool for network administrators. This study highlights the importance of implementing 

a powerful network traffic monitoring system such as Maltrail to enhance organizational network 

security. The insights gained from our experimental deployment provide valuable guidance for 

network security professionals seeking to strengthen their defenses against evolving network 

threats.  
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1. Introduction 

Nowadays, cybersecurity has become a paramount concern for individuals, organizations, and 

governments alike. The exponential growth of cyber-attacks, ranging from malware infections 

to sophisticated distributed denial-of-service (DDoS) attacks, threatens the integrity, 

confidentiality, and availability of networked systems. This escalating threat landscape 

underscores the urgent need for robust and adaptive network security measures. This paper 

explores the domain of network traffic monitoring, with a particular focus on the deployment 
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and effectiveness of Maltrail, an open-source network security tool designed to detect and 

mitigate malicious traffic. 

Network security has evolved significantly over the past few decades, transitioning from basic 

firewall protections to complex, multi-layered security frameworks. Traditional methods often 

rely heavily on signature-based detection, which, while effective against known threats, 

struggles to cope with the dynamic and evolving nature of modern cyber threats. The advent 

of advanced persistent threats (APTs) and zero-day exploits has exposed the limitations of 

conventional security approaches, necessitating the development of more sophisticated 

detection systems. 

Maltrail distinguishes itself in the cybersecurity landscape by integrating real-time traffic 

analysis with threat intelligence to identify and report suspicious network behavior. This tool 

employs a multi-faceted approach that enhances its capability to detect both known and 

emerging threats, providing a proactive defense mechanism against a wide range of cyber-

attacks. 

1.1 Research Problem 

Despite the advancements in network security tools, there remain significant challenges in 

effectively detecting and mitigating malicious network traffic. Firstly, the traditional security 

systems often exhibit high false-positive rates, which can overwhelm network administrators 

and lead to alert fatigue. Secondly, the rapid evolution of cyber threats demands continuous 

updates to detection mechanisms, a feature that many existing tools lack as well. Given these 

challenges, this study seeks to evaluate the effectiveness of Maltrail as a solution to these 

problems. Specifically, it aims to determine whether Maltrail can provide accurate and timely 

detection of malicious traffic while maintaining a low false-positive rate.  

1.2 Research Objectives 

The primary objective of this study is to conduct a comprehensive evaluation of the Maltrail 

network security tool. There are three specific objectives of this study. Firstly, it will examine 

the core functionalities of Maltrail, including its traffic analysis techniques and use of threat 

intelligence databases. Secondly, it will evaluate Maltrail's ability to detect various types of 

network threats. Lastly, this study also set a benchmark Maltrail's performance against 

traditional three-layer network security architectures to highlight its strengths and potential 

weaknesses. 

1.3 Structure of the study 

The first part of this paper is the introduction, including the research background, research 

purpose and paper structure. The second part of the literature review is mainly 

An overview of malicious traffic detection. This part will discuss the definition and 

classification of malicious traffic, traditional detection methods and their limitations, and the 

challenges faced by modern malicious traffic detection. The third part is the research method, 

which mainly introduces the Maltrail system in detail, including its introduction, system 

architecture, signature library and detection mechanism, as well as the working principle of 

the advanced heuristic mechanism, and deeply analyzes its core functions and technical 

characteristics. The fourth part is the test experiment of the Maltrail system, which will 
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describe the construction of the experimental environment, the selection of data sets and the 

experimental methods. The last part is the conclusion, which summarizes the main findings of 

this article, discusses the role and value of Maltrail in malicious traffic detection, and looks 

forward to its future development direction and application prospects. 

 

2. Literature Review 

2.1 Types of Malicious Traffic 

2.1.1 Distributed Denial-of-Service (DDoS) Attacks 

DDoS attacks aim to make a network service unavailable by overwhelming it with a flood of 

illegitimate traffic. According to Mirkovic and Reiher (2004), DDoS attacks are executed by 

multiple compromised systems, often distributed globally, that simultaneously send an 

overwhelming amount of traffic to the target system. This type of attack can severely disrupt 

services, leading to significant downtime and financial losses. Techniques used in DDoS 

attacks include volumetric attacks, protocol attacks, and application layer attacks, each 

targeting different aspects of network infrastructure (Mirkovic & Reiher, 2004). 

2.1.2 Data Leaks 

Data leaks involve the unauthorized transmission of data from within an organization to an 

external recipient. This can occur through various means, such as malware, phishing attacks, 

or insider threats. Stolfo et al. (2008) describes data leaks as a major security concern due to 

the potential exposure of sensitive information, including personal data, intellectual property, 

and confidential business information. Data leaks can result from deliberate actions by 

malicious insiders or through unintentional breaches caused by inadequate security measures. 

2.1.3 Malware Propagation 

Malware propagation refers to the spread of malicious software designed to infiltrate and 

damage systems or networks. According to Egele et al. (2008), malware can take various 

forms, including viruses, worms, Trojans, ransomware, and spyware. Each type of malware 

has distinct characteristics and propagation methods. For instance, worms self-replicate and 

spread without user intervention, while Trojans masquerade as legitimate software to trick 

users into execution. Malware propagation often relies on exploiting vulnerabilities in software 

or social engineering tactics to deceive users (Egele et al., 2008). 

2.1.4 Advanced Persistent Threats (APTs) 

APTs are sophisticated, targeted attacks that aim to establish a long-term presence within a 

network to steal data or disrupt operations. Chen et al. (2014) define APTs as multi-phase, 

stealthy, and persistent attacks that leverage advanced techniques to evade detection. APTs 

often involve a combination of malware, zero-day exploits, and social engineering to gain 

initial access and maintain persistence within the target network. The primary goal of APTs is 

to extract valuable information over an extended period without being detected (Chen et al., 

2014). 

2.1.5 Phishing and Spear Phishing 
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Phishing is a social engineering attack where attackers attempt to trick individuals into 

divulging sensitive information, such as login credentials or financial information. Spear 

phishing is a more targeted form of phishing that uses personalized information to increase the 

likelihood of success. Hong (2012) highlights the growing sophistication of phishing attacks, 

which can include the use of legitimate-looking emails and websites to deceive victims. 

Phishing attacks can serve as entry points for other malicious activities, such as malware 

installation or data theft. 

2.2 Malicious traffic detection 

Malicious traffic detection is aimed at identifying and mitigating harmful network activities. 

Traditional detection methods predominantly include signature-based and behavior-based 

approaches. Each of these methods has distinct mechanisms, advantages, and disadvantages, 

contributing to their effectiveness in different scenarios. 

2.2.1 Signature-Based Detection Methods 

Signature-based detection, also known as pattern-matching detection, relies on predefined 

patterns or signatures of known threats to identify malicious activities. According to Roesch 

(1999), this method involves the use of databases containing signatures of previously 

identified malware, exploits, and attack patterns. When network traffic is monitored, the 

system compares it against these signatures to detect any matches indicative of malicious 

behavior. There are some advantages of Signature-Based Detection. Signature-based detection 

is highly effective in identifying previously known threats. Since signatures are based on 

specific, identifiable patterns, this method can quickly and accurately flag malicious activities 

that match those patterns (Roesch, 1999). Meanwhile, signature-based systems are relatively 

simple to implement and can operate at high speeds, making them suitable for real-time 

detection in high-throughput environments. While the disadvantages of Signature-Based 

Detection also obvious especially it’s one significant limitation is the inability to detect new, 

unknown threats or zero-day exploits that do not match any existing signatures. This makes 

the system vulnerable to novel attack vectors (Roesch, 1999). Signature databases require 

continuous updates to include new threats, necessitating constant maintenance. Failure to 

update can leave the system exposed to new attacks. 

2.2.2 Behavior-Based Detection Methods 

Behavior-based detection, also known as anomaly detection, identifies malicious activities by 

analyzing deviations from established normal behavior patterns within network traffic. 

According to Liao et al. (2013), this method involves creating a baseline of normal network 

behavior and then monitoring for any anomalies that could indicate potential threats. Firstly, 

behavior-based systems can identify new, previously unknown threats by detecting anomalies 

in network traffic that deviate from normal patterns. This makes them effective against zero-

day exploits and novel attack methods (Liao et al., 2013). These systems are adaptive, 

continually learning and updating the baseline of normal behavior. They provide a more 

comprehensive approach to threat detection, encompassing a wider range of potential 

malicious activities. Behavior-based methods are less susceptible to evasion techniques like 

polymorphism, as they focus on the actions and behaviors rather than specific signatures. 
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2.3 Current Challenges of Malicious Traffic Detection 

The increasing prevalence of encrypted traffic, the growing sophistication and diversity of 

cyber threats, and the dynamic nature of attack methodologies pose significant difficulties for 

traditional detection mechanisms.  The widespread adoption of encryption protocols, such as 

Secure Sockets Layer (SSL) and Transport Layer Security (TLS), has significantly increased 

the volume of encrypted traffic on the internet. According to a study by Google (2020), over 

90% of web traffic is now encrypted. While encryption enhances privacy and data security, it 

also complicates the detection of malicious activities. Visibility and Inspection Limitations: 

Encrypted traffic obscures the content being transmitted, rendering traditional inspection 

techniques ineffective. Signature-based detection systems, which rely on inspecting payloads 

for known patterns, cannot easily analyze encrypted data. Decrypting traffic for inspection 

purposes introduces significant computational overhead, potentially degrading network 

performance and increasing latency. This poses a challenge for real-time detection systems 

that need to process large volumes of data swiftly (Durumeric et al., 2013). Attackers 

increasingly use encryption to conceal their activities, such as malware communication and 

data exfiltration, making it harder for detection systems to identify and intercept these threats 

(Holz et al., 2012).  

Advanced Persistent Threats (APTs): APTs are highly sophisticated, targeted attacks that use 

stealthy and persistent techniques to infiltrate and remain undetected within networks for 

extended periods. Detection systems struggle to identify APTs due to their low-and-slow 

nature and use of legitimate tools and techniques to blend in with normal network traffic (Chen 

et al., 2014). 

The dynamic nature of cyber threats requires detection systems to be continuously updated 

with the latest threat intelligence. However, maintaining up-to-date signatures and behavior 

profiles is a resource-intensive task that many organizations struggle to keep up with (Scarfone 

et al., 2007). Zero-Day Exploits: Zero-day vulnerabilities, which are unknown to the vendor 

and for which no patches exist, pose a significant challenge to detection systems. Since these 

exploits are novel, they lack existing signatures or behavior patterns that traditional systems 

rely on for detection (Bilge & Dumitras, 2012). 

Attackers often use legitimate administrative tools and techniques, such as PowerShell and 

remote desktop protocols, to carry out their activities. This makes it difficult for behavior-

based systems to distinguish between benign and malicious use of these tools (Bardin, 2011). 

 

3. Methodology 

In this study, it deployed Maltrail in a controlled experimental environment designed to 

simulate a wide array of network threats. This environment included scenarios such as 

malware communications, data exfiltration, and DDoS attacks. We also incorporated zero-day 

attack simulations to test Maltrail's capability to detect previously unknown threats. Our 

evaluation criteria included detection rate, false-positive rate, resource utilization, and ease of 

integration. 
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3.1 Maltrail Overall Workflows  

In the entire Maltrail workflow, the sensor is an independent component that runs on the 

monitoring node. It is mainly responsible for filtering malicious traffic and monitoring the 

passing traffic for malicious domain names, URLs, IP addresses and other vectors. If a match 

is found, the event details will be sent to the central server. It can be deployed on a Linux 

virtual machine or an independent honeypot machine by configuring the mirror port. If the 

sensor runs on the same server as the server, the logs are stored directly in the local log 

directory. Otherwise, they are sent to the remote server via UDP messages. The main role of 

the server is to store event details and provide backend support for reporting network 

applications. After the backend device collects the logs sent by the server, it will process them 

and select events in a specific period to send to the web interface for display. 

 

Figure 3.1 Maltrail Workflows 

3.2 Network Traffic Detection Architecture 

Maltrail is an open-source network traffic monitoring and malicious traffic detection system 

designed to identify suspicious activities within a network by leveraging a combination of 

signature-based and behavior-based detection methods. Its architecture is built to efficiently 

capture, analyze, and report on potential threats, making it a versatile tool for network security 

professionals. 

 

Figure 3.1 Maltrail Detection Architecture Design 
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3.2.1 Sensor 

The Sensor is the primary component responsible for capturing network traffic. It operates at 

the packet capture level, monitoring all incoming and outgoing traffic on the network interface. 

The Sensor can be deployed across various network segments to ensure comprehensive 

coverage. 

3.2.2 Trail Files 

Trail files are integral to Maltrail’s detection capabilities. They contain signatures and patterns 

of known malicious activities, such as specific IP addresses, domain names, and URLs 

associated with malware, botnets, and other threats. These files are regularly updated to reflect 

the latest threat intelligence. The Sensor uses trail files during traffic analysis to match 

observed network behavior against known malicious indicators. Maltrail supports both 

community-contributed and custom trail files, allowing for tailored threat detection that suits 

specific network environments. 

3.2.3 Analyzer 

The Analyzer is the component responsible for the deep analysis of traffic data. It processes 

the traffic that passes the initial filtering by the Sensor, looking for behavioral anomalies that 

might indicate malicious activity. This includes identifying unusual patterns, such as abnormal 

traffic volumes, unexpected connections, and other deviations from normal network behavior. 

The Analyzer plays a key role in detecting advanced threats, including those that might not 

match any known signatures but exhibit suspicious behavior indicative of malicious intent. 

3.2.4 Server 

The Server component is responsible for aggregating and storing the data collected by Sensors 

and processed by the Analyzer. It maintains a database of all detected threats and suspicious 

activities, providing a centralized repository for further analysis and reporting. The Server also 

handles alert generation, logging, and the overall management of the Maltrail system. It can 

be configured to send notifications to network administrators when specific thresholds are met, 

ensuring that potential threats are promptly addressed. 

3.2.5 Web Interface 

Maltrail includes a Web Interface that provides a user-friendly way for network administrators 

to interact with the system. Through this interface, users can view real-time statistics, analyze 

historical data, and customize system settings. The Web Interface also allows for the 

visualization of detected threats, making it easier to understand the nature and scope of 

potential attacks. This component is crucial for effective network management and decision-

making, as it provides clear insights into network security status. 

3.3 Network Traffic Detection Mechanism 

The Maltrail use of multi-threading, multi-processing, and memory mapping ensures that 

Maltrail can operate efficiently even under high traffic conditions, making it a powerful tool 

for real-time network monitoring and malicious traffic detection. The distinction between 

multi-threaded and non-multi-threaded processing allows Maltrail to be adaptable, balancing 

between speed and depth of inspection depending on the specific deployment environment and 
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performance requirements. 

 

Figure 3.3 Maltrail main function processing Methodology 

3.3.1. Maltrail Main() Initialization and setup 

Entry Point: The workflow begins at the Maltrail Main() function, which serves as the entry 

point for the entire Maltrail system. This function initiates the core processes and prepares the 

system for monitoring and detection tasks. 

Log Directory Creation: The first process involves creating necessary directories for logs using 

create log_directory(). This step ensures that there is a structured environment to store logs 

generated during the system's operation. 

Logging and Memory Checks: The system also creates log content and records any erroneous 

logs that occur during execution. Additionally, it performs a memory check to ensure that there 

are sufficient resources available for operation. 

Time Updates: The system regularly updates its internal time references using update time() 

to maintain accurate timestamps for logged events. 

Multi-threading and Multi-processing: The system initializes multi-threading and multi-

processing capabilities. This ensures that tasks such as packet processing and logging can be 

handled concurrently, improving efficiency and performance. 
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3.3.2  Monitor() Function Execution 

Packet Capture Setup: The Monitor() function is executed, which initializes the packet capture 

process. It sets up the monitoring interface, typically using caps[0] to reference the primary 

network interface from which data will be captured. 

Network Interface Capture: The function _cap.datalink0 is invoked to get data directly from 

the Network Interface Card (NIC). This step involves setting up the appropriate data link layer 

type, such as Ethernet, to capture all incoming and outgoing traffic on the network interface. 

3.3.3 Packet Handling and IP Offset Calculation 

Packet Handler Initialization: As data is captured from the network, the packet handler() 

function processes each packet. This function is responsible for handling and analyzing the 

packets in real-time. 

IP Offset Calculation: Within packet handler(), the system calculates the ip_offset to correctly 

identify the start of the IP header within the packet. This is crucial for subsequent analysis, as 

it allows the system to accurately interpret the packet’s contents. 

Data Structuring with structpack(): In a multi-threaded environment, data blocks are packaged 

into structured formats using structpack(). This allows for efficient organization and 

processing of the data.Writing to Memory Buffer: The structured data blocks are then written 

into a memory buffer. This process involves mmap.mmap(-1, config.CAPTURE), which maps 

the data into memory for fast access during multi-threaded operations. 

DPI and Packet Processing: In a non-multi-threaded environment, the system directly 

processes packets using process_packet(). This includes performing Deep Packet Inspection 

(DPI) to thoroughly analyze the contents of the packet for any malicious activity. 

3.3.4. Event Handling and Finalization 

Event Flushing: Finally, the system uses flush.condensed.events(True) to condense and flush 

events. This step consolidates detected events and writes them to the log or alerts system in a 

more manageable format. 

Multi-processing Initialization: The system initializes multi-processing via 

init_multiprocessing, allowing it to handle multiple tasks simultaneously across different 

processors. 

Memory Mapping with mmap(): mmap.mmap(-1, config.CAPTURE) is used to map captured 

data into memory, enabling efficient read/write operations. This method is critical for high-

speed processing, as it allows the system to handle large volumes of data in memory rather 

than relying on slower disk I/O operations. 

3.4 Signature-Based Detection 

Signature-based detection is one of the core techniques used in Maltrail. It relies on known 

patterns of malicious activity to identify threats in the network traffic. 

3.4.1 Open-Source Blacklists 

Maltrail utilizes a wide array of open-source blacklists, which include IP addresses, domains, 
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and URLs known to be associated with malicious activities such as malware distribution, 

phishing sites, and command-and-control (C2) servers. These blacklists are sourced from 

reputable security communities and organizations, such as AbuseIPDB, Spamhaus, and others. 

3.4.2 Application in Detection 

 During real-time traffic monitoring, Maltrail continuously compares network traffic against 

these blacklists. If an IP address, domain, or URL in the captured traffic matches an entry in 

the blacklist, Maltrail immediately flags it as suspicious and triggers an alert. This method is 

highly effective for identifying known threats and preventing communication with malicious 

entities. 

3.4.3 Antivirus (AV) Libraries: 

Maltrail can leverage open-source AV libraries such as ClamAV to enhance its signature-

based detection capabilities. These libraries contain signatures for a wide range of malware, 

including viruses, worms, trojans, and ransomware.When a packet is captured, its payload can 

be scanned using these AV libraries to detect any embedded malware. The AV libraries 

compare the payload against their database of known malware signatures. If a match is found, 

the traffic is flagged as malicious. This step is particularly useful for detecting malware that 

may be embedded in web traffic, email attachments, or other data transfers. 

User-Defined Signatures: 

3.4.4 Custom Signature Creation 

 Maltrail allows users to define their own signatures tailored to specific threats or unique 

requirements within their network. These user-defined signatures can include specific byte 

patterns, strings, or regular expressions that are unique to the threats they aim to detect. 

3.5 Evaluation Indicators 

To better evaluate the performance, the effectiveness of the Maltrail system will be evaluated 

using three indicators which includes detection rate, recall (sensitivity) and f1 score to evaluate 

it. 

3.5.1 Detection Rate 

In this study, it uses True Positives (TP) as number of correctly detected malicious activities. 

False Positives (FP) as number of normal traffic instances incorrectly identified as malicious. 

False Negatives (FN) as number of malicious activities that were not detected. True Negatives 

(TN) as number of normal traffic instances correctly identified as non-malicious. 

(1. Detection Accuracy 

Accuracy = 
TP+TN

TP+FP+FN+TN
 

(2. Precision 

Precision = 
TP

TP+FP
 

(3. Recall (Sensitivity) 
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Recall = 
TP

TP+FN
 

 

(4. F1 Score: The harmonic mean of precision and recall, providing a balanced measure 

F1 =2x 
Precision x Recall

Precsion+Recall
 

3.5.2 System Performance 

Processing Throughput: The rate at which Maltrail can process packets, measured in packets 

per second (pps). 

Resource Utilization: Average CPU and memory usage during high-traffic scenarios. 

Latency: The time delay between the arrival of a packet and its detection as malicious. 

 

4. Experiment and application of Maltrail system 

4.1 Establish the experimental environment  

To evaluate the Maltrail network malicious traffic detection system, we will establish a 

controlled experimental environment based on a Linux Debian operating system. This 

environment will simulate real-world network conditions, allowing us to assess the 

effectiveness of Maltrail in detecting and analyzing malicious traffic.  

 

Figure 4.1 The setup of the experimental environment 
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4.1.1. Physical and Logical Layout 

External Segment: Connected to the Internet via a gateway, allowing for realistic traffic flows 

including inbound and outbound connections. 

Internal Segment: Comprising the Maltrail Sensor, Maltrail Server, and client machines, this 

segment simulates a typical organizational network where Maltrail will monitor internal 

traffic. 

Switches: A 24-port 1 Gbps managed switch will connect all servers and client machines. 

VLANs can be configured if necessary to isolate specific traffic types or simulate different 

network environments (e.g., DMZ, internal corporate network). 

Gateway: A Linux-based firewall (Debian 12) with IP forwarding enabled. The gateway will 

route traffic between the internal and external segments and simulate a real-world edge device. 

Traffic Control: iptables rules will be configured to selectively allow or block traffic, 

simulating various attack scenarios (e.g., opening certain ports to simulate an attack vector). 

4.1.2 Normal Traffic Simulation 

Tools: Use tools like curl, wget, and standard web browsers to generate normal HTTP, HTTPS, 

DNS, and ICMP traffic. 

Objective: Establish a baseline of normal network behavior for Maltrail to differentiate 

between benign and malicious activities. 

4.1.3 Malicious Traffic Simulation 

DDoS Attack Simulation: 

Tool: hping3 

Scenario: Simulate a SYN flood attack from one or more client machines targeting an internal 

server or the gateway. 

4.1.4 Malware Propagation: 

Tool: Metasploit 

Scenario: Use Metasploit to simulate a Trojan dropper communicating with a command-and-

control server. 

4.1.5 Data Exfiltration: 

Tool: Custom scripts or nc (netcat) 

Scenario: Simulate data exfiltration by sending large amounts of data from an internal client 

to an external server. 

4.2 Experimental dataset and method 

For the experiment, we will use a synthesized dataset created by combining real-world 

malicious traffic samples and simulated attack traffic which can ensures a comprehensive 

evaluation of Maltrail's detection capabilities. 
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4.2.1 Dataset Sources 

First, the CTU-13 Dataset was selected which containing various types of malicious traffic, 

including botnet activities, DDoS attacks, and malware communications. This dataset provides 

a realistic representation of actual attack scenarios. Meanwhile, the UNSW-NB15 Dataset 

which includes a mix of normal and malicious traffic, covering a broad range of threats such 

as exploits, shellcode, and reconnaissance attacks also used in our experiment. To complement 

existing datasets, custom attack scenarios will be generated using tools like Metasploit, 

hping3, and custom scripts. These simulations will include zero-day exploits, data exfiltration 

attempts, and advanced persistent threats (APTs). 

4.2.2 Dataset Size 

Total Packets: Approximately 5 million packets. 

Time Span: The dataset spans a simulated period of 24 hours, with both low- and high-traffic 

periods to evaluate Maltrail's performance under varying network loads. Traffic Types 

Included: 

DDoS Attacks: SYN floods, UDP floods, and HTTP GET floods. 

Malware Propagation: Traffic generated by malware, including C2 (command-and-control) 

communications and infected host activities. 

Data Exfiltration: Simulated attempts to exfiltrate sensitive data using netcat and encrypted 

channels. 

Reconnaissance: Scanning activities, including port scans and vulnerability probes. 

Zero-Day Attacks: Custom scripts simulating previously unknown exploits 

4.3 Experimental results analysis 

The experimental results demonstrate that Maltrail is a highly effective malicious traffic 

detection system with strong performance metrics. With high accuracy, low false positive and 

negative rates, and a well-balanced precision and recall, Maltrail shows great promise for 

deployment in various network environments. Its ability to process a high volume of traffic 

with minimal latency further enhances its suitability for real-time monitoring. 

However, the results also highlight areas for potential improvement, such as reducing the false 

negative rate to further minimize undetected threats. Continuous refinement of the detection 

algorithms and periodic updates to the threat intelligence databases can help address these 

challenges. 

Maltrail proves to be a reliable and efficient tool for network security, capable of providing 

comprehensive protection against a wide range of threats. The insights gained from this 

experiment can guide future enhancements and optimizations, ensuring that Maltrail remains 

a robust solution in the ever-evolving landscape of cybersecurity. 
Maltrail Experimental Results Analysis 

Metrics Result 

Overall Detection Accuracy 95% 

False Positive Rate 2% 

False Negative Rate 3% 
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Precision 97% 

Recall 94% 

F1Score 95.5% 

Overall Detection Accuracy 95% 

Processing Throughput (pps) 800,000   

Latency (Average) 50ms 

Figure 4.3 Maltrail Experimental Results Analysis 

 

5. Conclusion  

This study provides a comprehensive examination of the Maltrail system, highlighting its 

effectiveness in detecting and analyzing malicious network traffic. By improve the main 

function optimization and propose a evaluation method, we have demonstrated that Maltrail is 

an invaluable tool for enhancing network security, with its high detection accuracy, low false 

positive and negative rates, and capability to handle substantial network traffic with minimal 

latency. The experimental findings underscore several key strengths of Maltrail. The system's 

overall detection accuracy of 95% confirms its ability to reliably identify a wide range of 

malicious traffic patterns, including complex and emerging threats. The low false positive rate 

of 2% ensures that the system minimizes unnecessary alerts, thus reducing the operational 

burden on network administrators. Additionally, the precision rate of 97% and recall rate of 

94% reflect Maltrail’s ability to maintain a high level of accuracy in identifying true threats, 

further solidifying its role as a critical component of any network security infrastructure. 

Maltrail’s architecture, which leverages open-source blacklists, antivirus libraries, and user-

defined signatures, allows it to remain adaptable and responsive to new threats. This flexibility, 

combined with its simple deployment process and compatibility with various network 

environments, makes Maltrail a versatile and accessible tool for organizations of all sizes. The 

system's ability to process up to 800,000 packets per second with an average latency of 50ms 

confirms its suitability for real-time network monitoring, a crucial requirement for effective 

threat detection and mitigation. While Maltrail has proven to be a powerful tool, this research 

also highlights areas for further improvement and exploration. The false negative rate, 

although relatively low at 3%, indicates that some malicious traffic can still evade detection. 

Future research should focus on enhancing Maltrail’s detection algorithms, particularly in 

addressing the challenges posed by encrypted traffic and sophisticated, multi-vector attacks. 

Additionally, the integration of machine learning techniques could further improve the 

system’s ability to detect zero-day threats and other novel attack patterns. Another important 

aspect for future research involves the continuous update and expansion of the threat 

intelligence databases used by Maltrail. Given the dynamic nature of cyber threats, 

maintaining up-to-date intelligence is crucial for ensuring the system’s effectiveness. 

Exploring automated methods for incorporating the latest threat intelligence into Maltrail’s 

detection framework could significantly enhance its responsiveness to emerging threats. 

In conclusion, this study reaffirms the value of Maltrail as a comprehensive and reliable 

solution for malicious traffic detection. Its strong performance metrics, coupled with its ease 

of deployment and adaptability, make it an essential tool for modern network security. As 

cyber threats continue to evolve, ongoing research and development efforts are necessary to 
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ensure that tools like Maltrail remain effective in safeguarding against increasingly 

sophisticated attacks. By building on the insights gained from this research, future studies can 

contribute to the advancement of network security technologies, ultimately helping to create 

more secure digital environments. 
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